LOHIT MARGOOR

[**cmlohit@gmail.com**](mailto:cmlohit@gmail.com) **| +91-8179548356**

**EXPERIENCE SUMMARY**

**Application Security analyst at HSBC (Present, 3 year 3 months)**

* Experienced in performing vulnerability assessment of web and thick client applications (java and .NET platforms).
* Good Exposure to Source code review for Java applications using commercial tools like HP Fortify and IBM Appscan Source.
* Experience in testing of SOAP and REST web service applications
* Experience in working on commercial tools like IBM Appscan.
* Extensive experience in working on open source tools like Burp suite professional, Paros for web application security testing.
* Well versed with OWASP and SANS testing guidelines.
* Experience in analyzing business specification documents, developing test plans and defining test cases for Security testing.
* Experience in interacting with the project/development team to explain the identified issues.
* Extensive experience in coordinating testing effort, responsible for test deliverables, status reporting to management.
* Major Experience in Banking and Financial Domain for information security.

**PG Diploma in IT Infrastructure, Systems and Security (2013, 6 months)**

* Gained Knowledge on PKI, computer networks, Cyber forensics and laws, ITILM Auditing standards, IDS/IPS.
* Hands on tools like Snort, iptables, wireshark, encase, FTK.

**AWARD & RECOGNITION**

* “Performer of the Quarter (Q1) Award” for the discovery XXE finding in one of the IBM web application.
* Received appreciation mails from onshore team for thorough security testing and documentation.

|  |
| --- |
| **TECHNICHAL SKILLS & CERTIFICATION** |

|  |  |
| --- | --- |
| Operating System | Windows 7,10, MAC OS. |
| Programming Languages | C, Java,C++. |
| Certification | CEH v9. |
| **Security testing tools:** | |
| Web application security testing tools | IBM Appscan, IBM Appscan Source, Burp suite, Paros, Webscarab, OWASP ZAP, CSRF tester, SSL digger. |
| Thick client application testing tools | Proxifier, Wireshark , JD-GUI |
| Quality Assurance: | HP Quality center |
| Mobile application security testing tools (Android) | Genymotion, Drozer |

PROJECT PROFILE:

|  |  |
| --- | --- |
| **Project Type** | **Web Application Vulnerability Assessment and QA analyst** |
| **Client** | HSBC Banking and financial services. |
| **Role** | IT Security Analyst |
| **Responsibilities** | * Member of a team of 5. * Worked as a Quality Lead for a for a team of 5, responsible for reviewing security check list, test plan, test cases and test report. * Security Testing (Manual and Automated approach) for Web, thick client, web services and Mobile applications * Recommended Best Practices for securing the Application.   Duration: September 2013 -Till date |

**EDUCATION**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Degree/Examination** | **Board/University** | **Institute** | **Year Of Passing** | **CGPA/Marks** |
| Class X | Karanataka Board | Vivekanada high school,koppal | 2005 | 72.86% |
| Class XII | Karnataka Board | Anubhava Mantapa, Davangere | 2007 | 62.53% |
| B.E (Hons.),  **Information Science** | Visvesvaraya Technological University | Basaveshwar Engineering College.Bagalkot, Karnataka. | 2012 | CGPA:7.1/10 |

**PERSONAL INFORMATION**

**Date of Birth :** 12 November 1989

**Languages Known :** English, Hindi ,kannada and Telegu, Tamil(basic)

**Declaration**

I hereby declare that the information furnished above is true to the best of my knowledge.

**Mr. Lohit Margoor**